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SAFE Alert!

Tax Lien Letter Scam

Be aware of this new letter scam!

A couple who was purchasing a new home received a letter about an IRS Federal Tax
Lien filed against them and their property in the amount of $37,235.00. The letter
also provided alarming details of what could happen to them, their home, their credit
ratings, and all they could lose as a result of the alleged Lien. Telling the couple that
even if they don’t owe this tax, the IRS will continue the collection process and how
they can use their specialized services to help them fix it.

What would you do?
Would you be fooled?

Asset Protection and Recovery

r Federal Tax Lien Release Services
A Professional Services Group

Greetings b

Ig/l,vr ‘namsl /is {(cnny Forster, a Certified Forensic Paralegal and legal researcher of the Internal
| (c;‘gnuc aws for more than 20 years. You are in receipt of this letter because public records
indicate you have a Federal Tax Lien (NFTL) filed against you and your property in the amount

of 1?37.235.90. We offer solutions that can result in your federal tax lien release without
paying a dime to the IRS. The economic backlash of a Federal Tax Lien is far-reaching,

causi.ng both emotional and economic paralysis. As you know, having a Federal Tax Lien now
prohibits you from:
¢ Traveling outside the United States, getting a new passport or renewing your old one.
| cannot refinance your home to lower your mortgage payments.
ain a home equity loan or line of credit.
troyed further stopping you from getting a loan.
‘home is turned over to the IRS if you sell. 3
do with the mandatory requirement that IRS
e in assisting taxpayers in disco
lien

(1.) Failing to notify the taxpayer of relief that is aailable to him«
Bill of Rights in the event he cannot afford to pay the alleged tax

(2.) Failing to issue a Notice of Demand for Payment as requ
revenue laws prior to issuing the administrative lien or levy.

(3.) Failing to issue a Notice of Deficiency or a D
taxpayer an opportunity to dispute the alleged liability.

(4.) Failing to offer a Collections Due Process
assessed the correct liability under the internal

For so long Buyers/Sellers are being warned
about Cyber Fraud and email scams to steal their

money, discouraging the use of email (insecure)
and prompting any instructions sent in email to be
ignored, then immediately making a phone call to
verify any new or changed instructions.

A letter like this could be asking for a Fee to
assist you in getting the Tax Lien cleared, asking
for a wire transfer; or credit card or bank account
information. They could possibly come back to
you for more money before it's settled.

Don'’t let the social engineers win. This is their
game - to scare you into taking action before

you have had a chance to think and playing on
your emotions. They want you to act fast, and
hopefully make a mistake so they can profit from
it. But remember; whether it's email or snail-mail,
always call with questions on new or changed
instructions, if you have questions or concerns, or
if anything just doesn’t feel right.

Be alert! Social engineering can take
place with a phone call, email, or snail-
mail. If you have questions, concerns,
get conflicting instructions, a new
instruction that might not make sense,
or a scary letter like this one, you
should pick up the phone and verify!

. For more information: SAFE@poweredbywest.com
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